iCi

Network Expertise
Helps You Succeed

Cybersecurity Mesh Architecture (CSMA), Comprehensive

CYBERSECURITY MESH ARCHITECTURE (CSMA)

Operations

Work Bench

£
Nelgs

~%;

Mesh
Visualization

& ofEntities
Risks

Generative
Al Interface

Predictions
of Attack

Situational
Awareness

Centralized
Operations
Dashboard

Centralized
Alerting

Centralized
Investigation

Centralized
Reporting

Businesss
Executive
and Board
Context

Policy, Posture, &
Playbook
Management

(% Policy
r D Management

Security Policy Standards
Zero Trust, ISO, CIS,

CSA, MIST,, etc

Policy Settings
Management

Posture
Management
Posture Standards

Config / Policy Drift
Management

Playbook
Management

Playbook Creaton
Playbook Registration
Action Repository
Business Logic Rules
Automated Response

Business Logic Rules

- Business Boundaries

 Business Risk Acceptance

+ Thresholds Requiring Action

+ Models to Map Security to
Business

Automated Response

« Pentests, AST, DAST, SAST
« Reatime Scanning

« Honey Pots

« Deception Tools

« Security Awareness Training
« Cyber Resiliency Service

« Software Update
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* Resets Based Upon Version

Predictive
Sentmient
Monitorng

Brand
Reputation

External Feeds

F e/F

External Threat
Intelligence

CSV/Vulns
MITRE 8 il Fecds 3

Anonymized
CSMA

Security Threat
Feeds

<=

¥ ¥

Security Intelligence

=

Exposure ManagementToolbox
Attack Surface Measurement
Attack Chain Mapping
Asset Inventory
Vulnerability Measurement Modeling
Red vs Blue Team
War Gaming
Breach and Attack Simulation
« Monitor Response Validation

¥

Protection Product Analytics / Information Sharing
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Discovery, Orchestration & Automation
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Identity Storage
Identity Onboarding
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Identity Governance and
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